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Abstract

Most modern organisations have information security policies that are designed to guide
the behaviour of their user communities. It is often impractical for these policies to be enforced
directly, and users frequently have incentives not to comply. In both realistic and simplified
situations the resulting principal-agent problem can be extremely complicated. Consequently,
managers often have to make decisions about security policy in the face of a high degree of
uncertainty, both about user behaviour and the ambient threat environment.

The purpose of this paper is to draw attention to some of the complexities using a variety of
types of model, and to suggest ways in which progress towards practical, model-based decision
processes might be made. No single model — or type of model — is likely to provide complete
insight into the problem. First to be considered is a decision-making process using calculation
of utility, and based on inferences about population behaviour derived from empirical data.
The issues surrounding a practical methodology featuring simulation are disussed. The use of
game theory is considered as a way of understanding the interaction between an organisation
and its users. It is further proposed that methods from statistical mechanics can be used
to provide models of interaction and influence within the user community — these suggest
that extreme non-linearities may be present in the behaviour of the community. In each case,
attention is paid to the difficulties of collecting the data required by the models.

1 Introduction

Information security management in most organisations involves the control 1 of a human pop-
ulation — the community of users. People are, of course, intelligent, autonomous agents with
their own preferences and goals, and abilities to anticipate, and adapt to, the contol mechanisms
of the organisation. Consequently, control of the user community is a major part of the security
management problem.

Security management is itself part of a larger problem, namely that of achieving the goals of
the organisation. An organisation may have to trade-off security against other goals, for example,
maximization of revenue and minimization of costs. Its portfolio of investments in security also
constitute a trade-off between security objectives, such as confidentiality, integrity and availability.
It is by now widely recognised that many of the security decision problems faced by an organisation
need to be addressed using the techniques of economics [3, 28, 29, 38].

Organisations may have a range of mechanisms through which they may attempt to exercise
control. First, there are technological mechanisms that enforce or preclude certain forms of user
behviour. For example, users normally have privileges that are restricted using an access control
system. Second, there are (security) policies that are used to mandate or forbid certain behaviours.
For example, users may be forbidden from using certain applications or from allowing others to
use their account, but required to keep their password secret and to lock their client machine

1The word ‘control’ is used throughout this paper the sense of applied mathematics and engineering [15] and,
in general, connotes effective influence rather than puppetry.

1



before leaving it out-of-sight. Third, there are reward and punishment mechanisms that can be
used to encourage desirable, and discourage undesirable, user behaviour. A user may be fired or
suspended for the abuse of systems. An organisation will typically use different combinations of
these three types of mechanism to achieve different security objectives. For example, it may have
a policy that all users must immediately apply emergency security patches to their clients, block
access to any user who fails to comply, and use disciplinary measures against a user who tries to
overcome the block.

In addition to the above mechanisms, an organisation may hope that individual ethics, social
norms and innate human capacities help to constrain user behaviour in the desired way. Unfortu-
nately, these forces may have the opposite effect. The social and behavioural sciences must be cru-
cial to understanding and improving the effectiveness of security mechanisms [1, 2, 3, 6, 35, 70, 71].

Technological mechanisms are not always available to achieve security objectives, nor are they
always desirable. Their use is, in effect, a centralised mechanism for control. By contrast, policy
(often together with punishment) is a useful decentralised control: some aggregation of the users’
autonomous actions determine the risk faced by the firm. For one thing, this may have benefits
in terms of cost of implementation. For another, it may minimise the impact on other of the
organisations goals. For example, users may be able to choose when to apply a security patch
to their machines, minimising disruption and so loss of productivity. It has even been suggested
that (in some situations) users could be allowed to choose their own access privileges [40]. On the
other-hand, it allows users opportunities not to comply, and instead to engage in behaviour that
exposes the organisation to additional risk. Indeed, users may have significant incentives not to
comply, even where they are not malicious insiders. If the organisation does not have the ability
to check-up on (and punish) users then it faces an example of a principal-agent problem.

In reality, the picture is much more complex. There may be a mix of centralised and decen-
tralised control used to achieve security objectives: for example, if users do not patch their own
systems before a deadline, it may be done automatically. Whilst disciplinary mechanisms exist in
theory, in practice it may be that they are only used after extreme security events.

This paper is focussed on policy mechanisms, discussing the resulting behaviour of user com-
munities and trying to tie this to its economic impact. This is done in an effort to provide
an objective decision process for the organisation regarding the use of such mechanisms. The
viewpoint taken is rather high-level, looking at different modelling methodologies for studying
compliance in populations, rather than focussing on specific technologies and situations.

The fundamental problem studied throughout the paper is the same: how policy should be
set in order that the resulting behaviour of the user community is of maximum benefit to the
organisation. This is evidently a problem of control. What differs between sections is the level of
detail in models and the methodologies applied. Given the complexity of the problem it is unlikely
that a single methodology or model can give a comprehensive view.

In Section 2, utility-based decision-making for security policy is discussed using an example.
The assumptions and data required for such a model are examined in some detail. The use
of simulation as an augmentation of this method for practical (time and resource-constrained)
decision-making is discussed.

The responses of intelligent users to policy are hard to predict. Section 3 focusses on the use
of techniques from game theory to model decision-making processes in the context of rational,
individual user responses guided by preferences.

A further source of complexity in community behaviour is the social influence of one user upon
another. Section 4 is centred on the use of statistical mechanics to model the behaviour of a
user community, paying special attention to the importance of dynamic interaction between users.
In Section 5 models of community behaviour in the presence of anticipative interaction between
individual users are discussed.

All models in science and engineering are only approximate pictures of the real world (perhaps
excepting some models of fundamental physics). The models in this paper are extreme simpli-
fications and mathematical idealisations of real situations. Nevertheless, very rich and complex
structure remains. One must be very careful about inferring general conclusions from idealised
models. The theoretical models herein are treated as only suggestive. Much more data is needed
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to affirm their pragmatism. It is one thing to produce plausible mathematical accounts and post
hoc rationalizations of natural phenomena, but quite another to be able to make useful predic-
tions. The purpose of this essay is to draw attention to the complexities of the decision problem,
to discuss possible modelling methodologies, and to suggest where interesting data and results
may be found.

2 Simple decisions from quantitative data on populations

2.1 A utility-based view

Let us begin with a very simple stylised example in order to start the discussion of how security
decisions about user communities might ideally be made. In line with much of economic theory
this is based around the idea that the firm should optimize an objective function that captures its
preferences.

Consider a situation in which a firm 2 considers the implementation of one of a range of new
security policies designed to achieve a similar effect (this may include the option of having no
policy). Assume a fixed number of users of size N . Users have the option to act in a way that is
insecure (for the firm). For simplicity, let us use the word ‘comply ’ generically for the behaviour
of users who do not have insecure behaviour (even when there is no policy for them to defy).
Rather than considering the behaviour of individual agents, the firm cares only about the total
number (or frequency) of compliant users. Further, suppose that the firm knows the response of
the user community to each of the firm’s policy choices. Thus there is a map taking each policy
x to a distribution over user behaviours. Since user choices are binary, the distribution can be
encapsulated in a single figure f(x) ∈ [0, 1] giving the frequency of compliant users. Further still,
suppose that it is known that the risk to the firm is an increasing function r(m) of the number m
of non-compliant users.

The preferences of the firm are described by a loss function. The loss function L0(x) for the firm
is a function of the policy x. Suppose that each policy x has a cost c(x) to the firm that includes
both implementation costs and loss of productivity (perhaps caused by loss of productivity for
users, or loss of system availabilty). The loss should be increasing in both the frequency f(x) and
the cost c(x). The firm faces a trade-off between risk r(Nf(x)) and the costs c(x). Given all of
the above, the firm could, in principle, take a decision x by minimizing its loss L0(x). The details
of the loss function are not required here, since no optimization will be performed in this paper.

It should be evident that to construct such simple example and such a simple decision process
has required a very heavy burden of assumptions:

Isolation of policy. The policy decision is discussed above as though it is taken in isolation: the firm
only cares about the implementation costs and productivity loss appearing in the loss function. In
practice, it may be difficult to do this — policies overlap and user-responses to additional security
burden are not expected to be additive. It is the marginal effect of new policy that will typically
be of interest. The model must reflect this fact, or it must be otherwise justifiable that the effects
can be treated in isolation.

Time. The time over which the model is applied has been condensed into a single, discrete point.
Multi-period or continuous time models would often be more realistic.

User decisions have been treated as irreversible, and the times at which a user complies (or
does not) are irrelevant to both the cost and risk calculations. If the decision is irreversible,
an uptake curve depicting the frequency of compliance f(x)(t) at each time t is required. A
situation resembling the standard model of diffusion of (technological) innovations [57] would not
be unexpected here, with its well-known categories of innovators, early adopters, early majority,
late majority, and laggards. See also [35] on possible uses for this theory in security management.
For reversible or repeated user decisions (for example, daily decisions about encryption of data on

2The terminolgy ‘firm’ is preferred to ‘organisation’ for most of the remainder of the paper. This is solely for
the sake of brevity — it is not required to be a commercial enterprise.

3



portable media) the uptake curve may not be monotonically increasing. Geographical and social
ties will affect the spread of compliance. The loss function for the firm would be determined by the
time-parametrised path followed by the user community (through the space of possible community
configurations). The subject of cultural effects and social dynamics is explored in more detail in
Section 4.

In more general models the threat environment may be able exploit both slow uptake and time
periods when user behaviour varies (for example, holidays and corporate events).

Population assumptions. The risks and costs that the firm faces (in this model) are driven only by
the number of non-compliant users. The structure of the population and the distribution of roles
and privileges is irrelevant. In reality, different user groups have different privileges, are subject
to different policies and exist in heterogeneous cultures with differing social norms. The risks and
costs for the firm vary greatly from user to user.

The user population is assumed to be static. For a real firm there may be large variations in
user population over the time period of interest. The rates of arrival and departure of users are
likely to have a strong influence on population behaviour.

Exogenised user behviour Users are rational agents. However, in the model above their behaviour
has been treated as exogenous, with the assumption that overall population reaction f(x) to each
policy choice x is known. In addition, one should not overlook the possibility of insider threats
from users. A more complex picture involving user preferences and their ability to anticipate may
be required. A loss function for users may have to be complicated if it is to accurately represent
preferences. This points towards the use of game-theoretic techniques. The treatment of user
behaviour starting from their preferences is discussed in Section 3 below.

Exogenised risk. In the model, the risk to the firm is given as a known function r of the number of
compliant users. A firm with security that is perceived to be weak will likely be attacked more.
The risk function would have to take into account how this happens: in particular, r may grow
very sharply at some threshold value of non-compliance.

In reality, the risk comes from a complex and rapidly-changing threat environment. The threat-
environment is driven by rational attackers who interact with each other and with legitimate or-
ganisations. Changes in the threat-environment should be understood as part of a co-evolutionary
process with the rest of the digital and social world.

The use of game-theoretic ideas may be helpful here. The firm must be able to value the assets
it wishes to protect, both to itself and its attackers, and understand the mechanisms that prevent
attackers from realising their goal. This has been studied in some detail by other authors, see
for example [64, 34]. The fact that attackers often focus on the softest of a range of target firms
means that any firm would in principle have to take those other firms’ behaviours into account.
For example, a bank with (perceived) poor security arrangements may be unable to compete for
customers for online-accounts. The threat couples each firm’s decision to that of many others.
In principle, a model may have to incorporate all of these other agents’ potential actions and
preferences.

The simple decision process outlined above will not usually be achievable in practice because
either the assumptions cannot be met, or data is required that cannot feasibly be collected.

Simple data anticipating the behaviour of attackers that consitute the threat environment
quickly becomes out-of-date. Data about other firms’ security policies is confidential and inac-
cessible. Even if it weren’t, one would need to anticipate attackers behaviour in order to know
which data to collect from other firms. Consequently, the form for the risk function would be very
hard to generate. The dynamics of social interaction and cultural effects can make population
behaviour very hard to describe, so the function f used to give the population’s reaction may be
difficult to estimate.

Suppose that the difficulties above could be at least partially overcome, and that one could
express the preferences of the firm using a loss of the form L0(x0,m), where x0 is the policy choice
and m is the frequency of compliant users. If for each x0 the population reaction f(x0) could be
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given by a probability distribution, then the firm may choose to calculate the expected loss

E(L0(x0)) =
∑
m∈N

L0(x0,m). P r(N.f(x0) = m | x0)

and make its decision by minimizing this quantity. More generally, where the structure of compli-
ance in the population matters, the firm may wish to consider its expected loss

E(L0(x0)) =
∑

x1,...,xN

L0(x0, x1, . . . , xN ). P r(x1, . . . , xN | x0) , (1)

where Pr(x1, . . . , xN | x0) is the probability of population compliance pattern x1, . . . , xN given
policy x0. The problem of inferring population responses from the available data is therefore a
major part of the decision-making process.

2.2 Inference from empirical results for cohorts

Data cannot usually be collected about the response of every user to every possible policy choice.
It is therefore clear that two major steps in the formation of a model-based decision process for
security policy should be: the collection of relevant data on cohorts of users, and the process of
generalisation to results about the entire population by inference.

Ideally, one would wish to infer (by Bayesian or statistical methods [47]) information about
probability distributions over the spread of user behaviour. For example, one would wish to
infer the distribution of Pr(N.f(x0) = m | x0) for all integers m and all policies x0, or more
generally Pr(x1, . . . , xN | x0), as in the example from above. This may be hard, and assuming
the distribution is reasonably peaked, one may settle for the most likely spread. The real problem
here is in the collection of sufficient data.

A number of studies of security-related user behaviour have appeared in the academic literature.
Zviran and Haga [71] studied just under one thousand users, finding information about password
length and structure, frequency of change, frequency of write-down, memorability and correlation
with sensitivity and importance. Yan, Anderson, Blackewll and Grant [69, 70] made a study
of just under three hundred participants to produce results relating password memorability and
security). Adams, Sasse and Lunt have carried out studies regarding usability of IT systems
with given authentication mechanisms [2, 1]. Grawemeyer and Johnson [31] made a diary study
of a small cohort of (twenty-two) users, that gave results about correlation between perception
of required security and perception of required password strength, and between perception of
perceived password strength and password structure. These existing studies appear to be efforts
to gather data about user behaviour that will be broadly applicable to any organisation. This is
of course very important. However, what is of interest in this paper is the kind of data that can
be (quickly) gathered to support a given policy decision.

Real user behaviour is much richer than a simple binary secure-insecure response. Users typ-
ically have a multiplicity of many-part responses to policies. Worse still, the many parts are not
usually chosen from a simple schedule, and users may not respond honestly to direct questions
relating to non-compliance. The problem is exacerbated by the often multi-dimensional nature
of the data required, variablitiy of behaviour across role, group, geography and function, and the
fact that the significant risk may be posed by small numbers of extreme behaviours that are hard
to detect.

Consider, for a moment, a detailed model in which the behaviour of each user matters to the
firm. For simplicity, suppose that the experimenter constrains each user’s response to b binary
responses, and that users respond honestly. That is, each user makes one of 2b responses. If there
are M members of the cohort then there are (2b)M = 2bM possible responses by the cohort, but
only M actual responses gathered. It is likely (even in the case b = 1) that if the frequencies for
the cohort are extrapolated to the population then most probabilities Pr(x1, . . . , xN | x0) will be
small, and very many will be estimated as zero. It may be that there are such zero probability
estimates for which the corresponding loss L0(x0, x1, . . . , xN ) is very large. There could then be
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large errors in the estimate of Equation (1). That is, the mix of a large, structured population, and
heavy losses in rare circumstances make the expected losses hard to estimate. Now suppose that
the population structure does not matter in the model, but only the overall frequencies of certain
behaviours. A loss function of the form L0(x0,m) might then appropriate, and the problem is
to infer Pr(N.f(x0) = m) for each integer m and policy choice x0. It may well be the case that
this can be done for the existing policy choice x0, but users may have difficulty knowing how they
would respond to hypothetical policies. It is not clear that sufficient reliable data can be gathered
in a timely way.

It is certainly infeasible to collect complete data for every policy decision on what changes
in user behaviour would result: even where such effects are recorded in event logs they are only
relevant to precise circumstances and only for one possible history (containing those policy choices
actually made, attacks actually suffered and costs actually borne). Counterfactuals are invisible.
One could perhaps study the effects of different policy choices on user behaviour in the laboratory,
but it is likely hard to reproduce conditions facing users in their workplace and the effects of
combination with existing policy, job requirements and social structure.

Regular, large scale data gathering exercises from user interviews and observations appear
infeasible for two reasons. First, the constraints on time and on the number of available researchers.
Second, organisations are unwilling to allow large-scale studies. Again, there seem to be two
possible reasons: many organisations do not currently care about security enough for them to
regard such exercises as justifiable in terms of cost (including disruption); alternatively some
organisations are so sensitive to security that the introduction of researchers into their system
itself constitutes an unjustifiable risk. A lack of access may be reflective of an implicit decision by
the organisation about the value of security, but may be an artifact of the decentralised decision-
making and the division of responsibilty for risk from that of other activities, say, IT operations
(and revenue-generating functions).

The problem of understanding and guiding a user community is a problem of the social sciences.
The difficulty of finding reliable and precise invariants of individual and population behaviour is
a major source of uncertainty. It is therefore not surprising that it should be hard to accurately
predict user responses to policy changes, except in very special cases. As a consequence it is
extremely difficult to formulate a decision-making process for policy that is both practical and
near-optimal. One will usually have to adopt heuristic methods.

2.3 Simulation

Computer simulation is a widely used technique for modelling complex systems [62, 22, 21]. In
science it is of most use where convincing analytical models of a situation do not exist. However, it
can also have a role as a source of intuitions and hypotheses and as a way of communicating model
data (both inputs and results). The use of simulation may yield very precise answers (as in classical
Monte Carlo methods [53, 52, 36, 47]) or be more heuristic. Their use in economics was pioneered
by Simon [61, 62] as a way of getting to grips with the complex behaviour of bounded-rational
agents. Further useful discussions of behavioural models in economics are found in [4, 41].

Simulation models can be constructed to represent security trade-offs and the behaviour of
users [6, 8, 5, 9, 16, 10, 60]. This has several advantages. Models can be constructed relatively
easily, and can be easily altered as assumptions are changed. Models can be built at varying levels
of abstraction: detail is easy to include compared to equational formulations. The structure of
models and the way that data is incorporated are relatively easy to communicate to stakeholders
in decisions. All of these points are essential for practical support of decision-making. However,
behind the second lies a further point. In systems with complicated behaviour, it is very difficult
(and sometimes impossible) to know which details are relevant to the trajectory followed. It is
therefore important to be able to study systems from many points-of-view.

The validity of results produced by simulation are often questioned because of the complexity
of models, the difficulty of comprehending their execution path, and the apparent ease with which
models can be adjusted to produce any desired result. The question of validation (or even falsifica-
tion) for simulation models is a hard one, in part because they are applied where empirical results
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Figure 1: Policy setting as a Stackelberg game

and analytical results are not available, and sometimes because the natural phenomena under
study are themselves fundamentally complex and difficult to test. Perhaps the only guidelines to
protect against ‘bad’ models are discipline in the construction phase, and benchmarking in tests
where results are available from another source.

For examples of the form outlined in Subsection 2.1 it is perfectly possible to construct sim-
ulation models in which both the population reaction f(x), and the risk r(x) arising from policy
x emerge from runs of the model. That is, the forms of these functions are generated by more
primitive descriptions of processes, and the functions themselves are not required to be known in
advance.

Many of the security simulation models (for example [6]) use hypothetical data to populate
models: that is, they postulate plausible relationships or ‘transfer curves’. These are grounded
in the available data and on expert intuition. Of course, this is far from a perfect substitute for
real data. The results of such simulations then must be understood as being contingent upon
the accuracy of these assumption and the structure of the model. The models can be revised
as both data and understanding of the scenario improve. The combination of small empirical
studies, transfer curves and simulation models give heuristics for the decision-maker that have
been demonstrated to be useful in practice.

3 The individual user as a rational agent

3.1 A Basic Framework

In the previous section users were described as though community behaviour was a simple function
of the policy choice of the firm. However, user behaviour can also be derived from their preferences.

As a baseline model (for this section) the interaction of any firm and an individual user is a
Stackelberg game (or follow-the-leader game) [11, 25]. In this game, the firm moves first by making
a choice of policy, and the user responds with a reaction to that policy. In extensive form this can
be viewed as a tree. A sketch of such a tree is shown in Figure 1. The policy choices have been
drawn as solid lines and the user reactions as dotted lines (the fact that not all action choices have
been shown is indicated by the horizontal dots). In this figure the firm receives payoff f and the
user u if the firm chooses policy x and the user responds with reaction y.

The user is assumed to be rational in the sense that he always chooses the highest available
payoff, given the policy constraint set by the firm. Similarly, the firm wishes to produce the
highest payoff for itself. Hence, assuming that the firm knows the form of the game tree and all
of the payoffs, it can use backward induction to find optimal policies. That is, it can eliminate
branches corresponding to user actions which would never be chosen becuase they are dominated

7



by branches that lead to greater payoff for the user. The calculation for the firm is then reduced
to a simple utility calculation over its available policies.

3.2 Threshold behaviour

A simple illustration of how the Stackelberg framework could shed light on individual behaviour
can now be given. This illustration is for a purely hypothetical firm and user — it is intended to
be simple rather than realistic. There is no data to support the particular payoffs involved and the
security problem is rather oversimplified. Nevertheless, the example shows how a security-related
behaviour could be accounted for starting from individual preferences.

It is claimed in [7] that users typically exhibit a kind of threshold behaviour in their response
to policy. The focus is on situations where the firm can set security policies, but the users have
the option to comply or not. The idea is that the user has a maximum amount of effort (the
compliance budget) that he is willing to expend on security related tasks. It seems rather obvious
that elements of such behaviour exist in real user populations and, indeed, the results presented
in [7] suggest that this is a non-negligible effect.

Consider a world in which a user faces a single security task. Let the threshold for the user
be t ≥ 0, the benefits of complying be b ≥ 0 and the costs of complying be c ≥ 0, all in the same
units. The budget idea is encapsulated in a behavioural rule (adapted from [7]):

comply if c− b < t and don’t otherwise

This rule assumes that expected punishment from non-compliance is negligible (or counted as a
benefit from compliance). Furthermore, in [7] attention is drawn to the approach to the threshold
t as ever more security tasks are required of the user — the ‘hassle factor’. Thus it is really the
marginal benefits and costs associated with the additional task (over and above those already
accumulated) that need to be considered in the behavioural rule.

For simplicity, consider the case where no previous tasks have been assigned. The decision
situation below is changed a little so that users have multinomial decisions rather than simple
binary compliance. This allows richer threshold structures to emerge.

Imagine a stylised situation where a user is an employee of a firm, and is required to use a
password in order to go about its work. The firm sets a policy for the length n ≥ 1 of the password.
The user responds by choosing a password of length 0 ≤ m ≤ n. Let us ignore the fact that length
of password is easy for the firm to enforce technologically, so that we can study the trade-offs
implicit in the policy.

The choices for the payoffs chosen below are purely illustrative, but these choices are not
unmotivated. For this exercise, it seems appropriate that the notion of cost to the individual user
involves a term that reflects the mental load associated with remembering the password. Assume
that this grows slowly initially with m, but then more-and-more rapidly: for further simplicity let
it be quadratic. Issues to do with entropy and the ability of the human mind to make associations
for longer passphrases are ignored. Now suppose that the firm imposes a linear punishment regime
on the user, but that no further costs or benefits are involved in the decision. The user thus has
a payoff of the form

ΠU (n, m) = −am2 − b(n−m)

where the firm has chosen n and the user m for some constants a and b. The fact that constants
are used here reflects a simplification: user preferences are being treated as deterministic (perhaps
through the use of expectation values) rather than as stochastic processes.

Simple calculus shows us that the user’s optimal reaction is approximately m = b/2a where
n ≥ b/2a, and m = n otherwise. For a = 1 and b = 19 this line is shown in red in Figure 2. The
actual optimal choices (which must be integers) are shown as blue dots. From Figure 2 one can
see that a hard threshold has emerged in user behaviour.

The payoff Π0 for the firm precisely is not given, as no optimization for the firm is to be carried-
out here (although it would certainly be possible). However, assume that Π0 is a strictly decreasing
function of m, reflecting risk resulting from compromise of the password (which is assumed to be
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Figure 3: Thresholds under quadratic punishment

less-and-less likely for increasing m). Suppose also that the function Π0 is a decreasing function
of n, say, because support costs associated with longer passwords increase. It is never worth the
firm setting a policy n > ceiling(b/2a) since the user can never be driven beyond this point.

Now consider the case where the user is subject to a quadratic punsihment regime, that is

ΠU (n, m) = −am2 − b(n−m)2

for all m, n. Calculus shows the optimal reaction for the user to a policy n is approximately
bn/(a + b). Using the values a = 1, b = 19 gives the graph of user reaction on the left of Figure 3.
In this graph there is a small stagger in the line of reactions given by the blue dots. As the ratio
a/b becomes larger so do the staggers, as shown in the right-hand graph for the values a = 3,
b = 2.

The user now has a staggered threshold for compliance. With the same assumptions on Π0 as
before, it is never worth the firm’s while investing in n that leads to a user reaction on a stagger
that lies on a plateau but not at the left-hand end. Under both punishment regimes the threshold
behaviour has emerged from the combined preferences of the firm and the user.

3.3 Discussion of the framework

The Stackelberg framework given above is rather simplistic. The picture surrounding real decision-
making is much more complex. Changes to policy will often be driven by changing user behaviour.
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It is by no means clear that the firm moves first. The picture is further muddied by the presence
of a changing threat environment featuring active agents and possible social-engineering attacks.
As in Section 2 the subtleties introduced by time have been ignored. It has been assumed that the
firm has complete information about the user — it knows his preferences exactly (and so can apply
backward induction). It has also been assumed that the user has complete information about the
firm (it is able to say know how hard it will be punished by the firm) and perfect information (it
has internalised all policy). Neither of these assumptions is particularly realistic.

Perhaps the main stumbling block for the use of game theory as a predictive modelling tool
is the difficulty of producing the loss function for the user without first observing behaviour. For
very specific situations, it may be appropriate to do artificial experiments in the lab to discover
user preferences, but this is surely not feasible in general. Discussion of a predictive variant of
game theory that is rooted in Bayesian inference is taken up in Subsection 5.5.

A further very serious objection to the above type of model is the assumption that the behaviour
of users can be modelled independently. Interaction is surely the key to much of their behaviour —
people are after all social beings. For example, consider a user who is also an insider with malicious
intent. His attack may only be possible because the firm assumes his preferences are those of a
‘typical’ user, when in fact they are chosen to be quite different. Thus his behaviour depends upon
the firm’s anticipation of other users. The interaction of users is the topic of Sections 4 and 5.

More technically sophisticated — and more detailed — games for explaining security phenom-
ena have appeared in the literature. Nevertheless, the Stackelberg game remains a useful notion
for framing arguments about the responses of typical users.

4 Multiple users with social interaction

4.1 From Micro to Macro

Security policy in large organisations can be complex. For a user to familiarise themselves with all
its detail may take a considerable amount of time and effort. It is far from usual for a person to
make decisions that are purely rational evaluations of trade-offs, say, between risk and productivity.
More typically, they also assimilate with the prevailing attitudes that they perceive in others —
in other words, they are strongly influenced by social norms.

From the point-of-view of policy decision-making, a firm will usually reason about the aggregate
behaviour of the user community, rather than that of each individual, for the reasons explained
in Section 2. Theories of how cultural macro-effects arise from individual micro-preferences and
organisational and social structure would be extremely helpful.

In this section, the focus is upon a community of users that care about just two factors: first,
maximizing revenue, and second, conforming (or not) with their colleagues. Different colleagues
exert different amounts of influence over each user. The social effects that arise from such prefer-
ences can be extremely complex, so the focus here will be on simple binary decisions. Suppose that
the firm’s choice is either to adopt or not a policy in which a new security control is mandatory.
Each of the users has a binary choice of compliance. Situations in which the users and the firm
have multiple or a continuum of actions available can also be handled — the real source of the
complexity in this model is in the interaction between colleagues.

The models considered will be dynamic: users are free to choose to act securely (comply)
at some times, but act insecurely (not comply) at others. For simplicity the time horizon is
unbounded. Furthermore, there is no cost to the user in switching their decision in either direction,
at any time. In addition, the focus is upon the users’ trade-offs between costs arising from
compliance and the desire to conform (or not). The models produced relate to situations where
it is difficult, undesirable or infeasible for the firm to attempt to find and act against any non-
complying user, either by restricting access or some other punishment.
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4.2 Preference and high-level interaction

The terminology of game theory is helpful for the description of the models, although they are
not quite formalised as games here. There are N + 1 players: the firm and N users. Let each ith
player make a choice xi ∈ {−1, 1}. The value x0 = 1 means that the firm chooses to adopt the
new policy, whilst x0 = −1 means that it does not. For the ith user xi = 1 means that he chooses
to comply with policy, and xi = −1 means that he does not. A profile is a tuple x = (x0, . . . , xN ).
Such a profile may be written as x = (xi,x(i)) to emphasise the choice of the ith player: the
N -tuple x(i) is formed by removing the ith coordinate. An N -tuple of the form (x1, . . . , xN ) is
referred to as a configuration.

For the ith user and each x associate a loss of the form

Li(xi, x(i)) = −[hi(xi) + wi(x)] (2)

for some real-valued functions hi and wi, where the index j runs between 1 and n. Given x0, the
user wishes to minimize this loss, which is also known as the local field on i at x.

The function hi represents the preference of the user in the absence of social effects — it is
called the external field on i. For a user i who experiences a tension between the security policy
and its preference, it will be the case that hi(1) < hi(−1): if there were no social effects on i (wi is
identically zero) then the user would prefer not to apply the control. The function wi represents
the influence of colleagues over the ith user — call it the internal field on i. The case where hi is
identically zero (and the local field is the internal field on i) is known as the free field on i.

As a further simplfication the external and internal fields for each user i are defined by

hi(x) = hixi wi(x) =
∑
j 6=i

wijxixj

for constants hi > 0 and wij ∈ R for 1 ≤ j ≤ n. The constant

bi = hi +
∑
j 6=i

wijxj (3)

is the local field for i given x(i).
The constant wij represents the weight that the ith user attaches to agreeing (disagreeing)

with the jth user. If wij = 0 then the ith user does not care what the jth user is doing. If wij > 0
then the term wijxixj influences the ith user towards agreement with the jth user. If wij < 0
then the term wijxixj tends to make the ith user disagree with the jth user. It is supposed that
wii = 0 for all i. Note that it is possible that wij 6= wji, since it is usually not true that the
mutual influence exerted by users is symmetric in strength.

Fix real constants β1, . . . , βn (these will be explained later). For each x define the potential

E(x) =
∑

i βiLi(x) (4)

for each tuple x, with the index i running between 1 and N . This is a kind of social welfare
function, but note that it does not usually represent the preferences of the firm.

The interaction works as follows. First the firm acts (by choosing the policy), then the users
follow. This is a little like the Stackelberg game of Section 3, but the game has a dynamic sub-
game consisting of interacting users resulting from each policy choice. The firm acts just once,
but the users act many times, adjusting their state if they find that they could have a lower loss.
Note that this is not a single action — they may flip many times. The discussion of exactly how
users interact is specific to each version of the model: examples are given in Subsection 4.4.

The choices user choices are really a function of time. Write xi(t) for the choice of user i at
time t ≥ 0, and x(t) = (x0, x1(t), . . . , xn(t)). The paramater t will be dropped when the context
allows. The details of how xi(0) is chosen will vary from model to model: for policies which
arrive when a new technology is made available to users it will be appropriate to assume that all
xi(0) = −1 for all i; for policies which cover the use of an existing technology or business practice
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this may not be the case. Let P (t) = (x1(t), . . . , xn(t)) be the configuration at time t, and P be
the corresponding path through the space of configurations.

The preference of the firm should encapsulate both the cost associated with adopting the policy
and the cost (risk) of users not conforming with the policy.

Some choices of the interaction between users are entirely detrministic, and the path P is
uniquely determined by the initial state x(0). In this case the loss for the firm takes the form

L0(x0, x1(0), . . . , xt(0)) = −[h0(x0) + h0(P )]

for some functions h0 and h0 with h0(−1) < h0(1) and h0(P ) ≥ 0 for all P .
Suppose that for any t there is an instantaneous loss function for the firm Lt

0(x0, x1(t), . . . , xn(t)).
In continuous time, the quantity h0(P ) could be written as an integral 3 :∫

e−γt Lt
0(x0, x1(t), . . . , xn(t)) dt

given a discount factor γ.
More generally, it is useful to consider models where the path arises as the realization of a

stochastic process determined by x(0) and a collection of probability distributions. Assuming a
probability measure P over the set of paths thus determined, the expected value of the loss to the
firm takes the form of an expected loss over paths:

L0(x0, x1(0), . . . , xt(0)) = −
[
h0(x0) +

∫
e−γt Lt

0(x0, P (t)) dP
]

using a suitable integral.
No optimization is to be performed here, so the form of the loss function is not examined in

any more detail. The problem of understanding the dynamics is very hard, and this — and its
impact on general loss functions of this form — is the focus of attention.

4.3 Spin models

The models of social effects that are going to be explored are closely related to models from
statistical physics. Spin models [19, 20, 47] are used to explain how coupling between physical
micro-components can lead to very important macro-properties of materials. Many of these,
including the Ising model, are used to explain how large geometrical arrays of small magnets
(particles, with binary values called spin), align (or do not) with neighbours with the same spin.
Such models can then be shown to exhibit similar properties at the macro-scale as ferromagnetic
materials. Perhaps the most impostant of these properties is the existence of a phase transition.
Below a critical temperature the material is magnetic, because at the micro-level the spins agree
(within regions called domains). Above the critical temperature, the spins become randomly
arranged, and at the macro-level the magnetism M diappears (in the absence of an external field).
This is illustrated in Figure 4.

The description of social interaction given in Subsections 4.1 and 4.2 essentially constitute a
spin model, although of a slightly unconventional kind. Probably the earliest social spin model
is [24]. The same kind of model also arises in neural networks and learning theory. In Hopfield
networks the firing of each individual neuron is related to the firing of certain neighbours. The
potential (4) represents the propensity of the neurons to fire. Suitable choices of weights wij allows
for networks to be trained to reach chosen equilibria and thereby achieve various tasks.

The physical model of the dynamics of a spin model is driven by the potential (4) of the
system. In the case of physical models all βi are equal. Let βi = 1 for all i, and define the inverse
temperature β = 1/kBT , where kB is the Boltzmann constant and T is the temperature. The
Gibbs measure (sometimes called the Boltzmann distribution) is derived from the principles of

3This could be replaced by a discounted sum for a discrete time model.
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Figure 4: Spontaneous magnetisation

statistical mechanics and gives the probability that in thermal equilibrium the configuration is x
at inverse temperature T , given all the constants hi and wij . The measure is given by:

Pr(x) =
1
Z

exp (−βE(x)) (5)

where E(x) is the potential from (4), with all βi = 1, and Z the normalization constant. The
constant Z is called the partition function when it is treated as a function of the system paramaters.

Most macro-properties of spin systems are determined by the partition function. In physical
systems, one is often interested in properties that occur as N becomes very large. However, the
partition function can be hard to calculate explicitly, except in special cases. Note that with
N spins there are 2N states, so direct calculation of Z becomes computationally infeasible for
moderately large N . However, Monte Carlo simulation can be used to provide extremely precise
estimates of the probability (5).

Near a phase transition many macro-properties (like heat capactiy) of a spin model are deter-
mined by a small number of relevant parameters (for example, the dimension of the geometrical
lattice and the temperature) and not by irrelevant paramaters (for example, the exact details of
the weights that couple spins). This is referred to as universality. It means that, even where spe-
cific interaction strenghts cannot be known, overall macro-properties can be accurately determined
from the relevant parameters.

4.4 Dynamics of social models

User behaviour in reality is likeley determined by two intertwined processes, observation-and-
reaction and anticipation-and-inference. Dynamic models are the natual way to model behaviour
under observation-and-reaction. The play of games by tâtonnement and the checkerboard model
of Schelling [58] are examples of this approach. More is said on anticipation in Section 5. For now,
suppose that user behaviour is dominated by observation-and-reaction.

In order to produce a purely dynamical and completely accurate model, one needs a great
deal of information about how (and when) users (jointly) update their state. It would be highly
unusual for such information to be available to a decision-maker.

For simplicity, assume that users update asynchronously, and based only on the current config-
uration. Since real users may well communicate their intended behaviour with one another, purely
asynchronous updating based on the current configuration may not be realistic. For example, if
some policy changes, then it is not unlikely that users will communicate and choose approximately
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simultaneously. Below we consider just two regimes, deterministic and Gibbs updating, but many
others are possible.

4.4.1 Deterministic updating

Consider a regime in which users make a deterministic choice of action (comply or don’t) after
examining the state of their colleagues. Suppose that time advances in discrete steps. Assume
that updating works by the repeated uniform random choice of a total ordering on the set of users.
Thus, after updating, no user may update again until all other users have done an update. That
is, updating takes place in rounds. If the update causes a change to the sign of a spin then this is
referred to as a flip.

Consider, for example, the following toy example of physical security. Suppose that the em-
ployees of a firm go to the canteen every day, and in the same groupings of colleagues. Suppose
that the canteen is not a secure area, but that the employees work in a secure area. On the way
back, every employee must pass through a door which is only wide enough to allow one person
to pass at once. The firm may worry that it should institue a pass system on the door, so that
the door opens and closes automatically, but only immediately after a swipe from a security pass
that each employee carries. Suppose that under the proposed system it is possible for employees
to tailgate, that is, for multiple employees to enter sequentially from a single swipe before the
door closes. If it went ahead with the system the firm would have a policy that users should not
tailgate. The firm does not want to bear the cost of additional guards to ensure that the policy is
not violated or violators punished. Suppose that each employee makes his choice by observing the
most recent choices of every member of his group. In reality, the first employee does not have the
opportunity to tailgate, but let us suppose that he can somehow pass through the door without
authentication.

Each individual wishes to minimize their loss funtion Li from Equation (2). Therefore if it is
the ith users’ turn to update, then he assumes that the other users behaviour x(i) is fixed, and
he tries to choose xi to minimize Li(xi,x(i)). All he has to do is compare the losses at the xi = 1
and xi = −1. Note that Li(xi = 1, x(i))− Li(xi = −1, x(i)) = −2(hi +

∑
j wijxj).

Let Θ be the step-function:

Θ(y) =
{

1 if y ≥ 0
−1 if y < 0 .

(6)

The update xi(t + 1) to the ith user (spin) xi(t) is:

xi(t + 1) = Θ(hi +
∑

j

wijxj) (7)

where xj = xj(t) if the jth spin has not yet been updated in this round, and xj = xj(t + 1) if it
has.

In the special case where hi = 0 for all i, and where the wij are symmetric this makes the
system an asynchronous, binary Hopfield network [47] The presence of asymmetric weights greatly
complicates a problem. Consider a system with just two users. User 1 desires to be like User 2,
with weight w12 = 1, but User 2 likes to be different to User 1 with weight w21 = −1, and
h1 = h2 = 0. Flips then occur indefinitely far into the future 4 .

Deterministic models of human communities are of limited use, because the behaviour of
members in complicated choice situations is typically best described as stochastic. Nevertheless,
the fact that Hopfield nets can be constructed to achieve certain tasks (like pattern recognition)
by choice of couplings suggests that communities could similarly be formed to achieve tasks, if
only the couplings could be controlled.

4Almost surely, in the probabilistic sense [33])
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4.4.2 Random utility and logistic response

In laboratory experiments human subjects have been shown to produce stochastic, rather than
deterministic, responses to choice situations. Theories of preference that accurately account for
real behaviour must therefore often have a stochastic component. The corresponding utility theory
is known as random utility theory [12, 44, 45, 50, 48].

Suppose that each user’s loss function (2) is perturbed by a random term εi that is a function
of the users’ choice. That is, re-define Li(x) by:

Li(xi,x(i)) = −[hi(x) + wi(x)]− εi(xi) = −[(hi +
∑

j

wijxj)xi + εi(xi)] = −[bixi + εi(xi)]. (8)

Given x(i), the user prefers xi = 1 if and only if Li(1,x(i)) < Li(−1,x(i)), and so if and only
if εi(−1)− εi(1) > 2bi.

A common assumption for such a binary choice is that the random variable εi(−1)− εi(1) has
the logistic distribution with mean 0 and scale paramater 2/βi:

Pr (εi(−1)− εi(1) ≤ z) =
1

1 + exp (− 1
2βiz)

. (9)

The ith user then chooses xi with probability:

Pr (xi | x(i)) =
1

1 + exp (−βibixi)
. (10)

Call the paramaters β1, . . . , βN local inverse temperatures. They are sometimes viewed as
capturing the level of rationality of the agents. The update formula (10) encapsulates the fact
that βi captures the ith user’s level of certainty about how to react. For fixed x(i), as βi → 0,
Pr(xi = 1 | x(i)) → 1/2, so the user is very uncertain about how best to respond. As βi → ∞,
Pr(xi = 1 | x(i)) → 1 if bi > 0, and Pr(xi = 1 | x(i)) → 0 if bi < 0.

Thus user repsonses to their colleagues current states can be made stochastic. This might
happen for two reasons: the user makes a rational calculation (of bi) but then deliberately ran-
domizes his response; the user’s calculation of bi contains errors (because of some form of bounded
rationality).

4.4.3 Gibbs updating

Recall the situation described for deterministic updating of user behaviour. Now suppose that the
user updating process is uncertain, either because the users themselves are stochastic entities, or
because their true updating process is opaque but can be approximated by a distribution.

Suppose that x = x(t) is given. Users update in rounds as with deterministic updating.
Choose some user i. The quantity bi is calculated using the most recent value of x(i) (using those
components already updated in the round). The new update rule for each ith user is that given
by Equation (10). That is:

set xi(t + 1) = 1 with probability (1 + exp (−βibi))−1, and xi(t + 1) = −1 otherwise.

Remove the integer i from the set 1 ≤ i ≤ N , choose the next variable to update, and continue
until the round is complete. This is referred to as Gibbs updating.

This updating process is the same thing as Gibbs sampling [47] upon the probability distribution
(5) with E(x) given by (4) and β = 1, and under the assumption that the users’ randomization
processes (the samples of Equation (10) for different i) are independent. Note that statistical
correlations between users will still arise because of the coefficients wij . The updating process
constructs Markov chains (x(t) | t ∈ N), which can be combined with Monte Carlo methods to
approximate the equilibrium distribution (5).
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In physical models such approximation is important because it is usually not feasible to cal-
culate the partition function Z directly, but Gibbs sampling eventually converges arbitrarily close
to the distribution (5) 5.

Turning this around, given our model of user behaviour, if run for sufficiently long, it will, on
average, converge to the distribution (5), with (4) and β = 1. To be explicit,the probability that
the system is in configuration x is:

Pr(x) =
1
Z

exp (−
∑

i

βiLi(x)) .

Note that, even though the users are not playing as a team and no agent is trying to optimize E
as social welfare, this potential is still at the heart of the dynamics of the system.

4.5 Social macro-effects from micro-behaviour

The significance of spin models in physics is in accounting for the way in which macro-effects come
about through the dynamics of coupled micro-behaviour, including phase changes in ferromagnetic
materials. Phase changes are radical changes to properties of physical systems that occur as the
result of small changes to system paramaters (often temperature). A familiar example is the phase
transition of water to ice (and vice-versa) at freezing point. Magnetic materials exhibit a phase
transition at a critical temperature called the Curie point (or temperature). Below the Curie
point ferromagnets can be magnetised; above it they cannot. At the micro-level of spins, this is
accounted for by spins becoming uncorrelated because of additional energy at higher temperature.

In the Ising spin model one has a macro-quantity called the magnetization, at any instant given
from the state x by,

M = µ

N∑
i=1

xi ,

where µ is a real constant that gives the magnetization of a single spin. The phase change
is illustrated in the sketch of average (modulus) magnetization against temperature shown in
Figure 4.

Define an instantaneous loss function at time t for the firm by a weighted combination of the
user behaviours:

Lt
0(x) = −

N∑
i=1

µixi

for x = (x0, x1, . . . , xN ) and some constants µ1, . . . , µN , and x is the state at time t.
The instantaneous loss of the firm could reasonably considered to be an economic generalization

of the notion of magnetization. Bearing in mind the phase change in magnetization around changes
in a system paramater, it seems essential to know whether or not a phase change (or other non-
linearity) occurs in the instantaneous loss function of the firm.

In the Ising model the phase change occurs at a critical value of the temperature paramater,
or equivalently the inverse temperature β. In the Gibbs updating model the question is whether
there is a phase change around critical constellations of the tuple of local inverse temperatures
β1, . . . , βN . For the sake of simplicty it may sometimes be useful to consider the same change of
scale to each of the local inverse temperatures. That is, each βi may be written in the form ββi

for some βi, and only the paramater β is varied.
Typically, a firm can influence the local inverse temperatures: it can raise or lower the uncer-

tainty of its users about the level of advantage in compliance. For example, it could randomly
perturb the costs of compliance (the hi components) according to some scheme for which the
users cannot easily guess the distribution. However, note that local inverse temperatures are not
typically under the complete control of the firm. They are influenced by perceptions about the
stability of the firm, or, for a security example, of how the threat environment potentially affects

5Except in certain pathological cases.
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users losses. Note that changes to local inverse temperatures made by the firm have costs that are
not accounted for in the present loss functions. However, the question about phase changes still
stands.

Without detailed empirical study it is impossible to know whether phase changes really exist
in social populations, and whether spin models can properly account for their behaviour. Never-
theless, the following examples may be worthy of study as plausible candidates.

1. File-sharing of copyrighted material within a single jurisdiction. Suppose a standardised
punishment. An individual could choose to participate or not. Broader society plays the
role of the firm. There is coupling between individuals through social interaction both on-
and offline.

Society could decide to punish sharers and reward non-sharers in an random way, for which
it is difficult for the user to estimate the distribution (either in scale or likelihood of suc-
cessfull prosecution). This roughly corresponds to adding uncertainty to the hi components.
Alternatively, society could introduce unpredicatable noise into the reputation and feedback
mechanisms in the forums used by sharers. This would make the coupling constants wij

uncertain. If a phase change change occurs in sharing behaviour with respect to the level of
disruption then society has the potential to capitalize upon this highly nonlinear response.
As with magnetization, as the β paramater approaches the cititical value the behaviour of
individuals suddenly becomes uncorrelated. It may be cheaper for society to achieve this
kind of limited result than it is to try to wipe-out sharing altogether through a constant
change to the punishment regime (that is, the external field components hi).

Similar phenomena could occur in other online communal activities that are considered
antisocial by broader society: criminal activities (including credit-card and bank-detail fraud,
unlawful pornography), terrorist activities, and certain cults. Note also the possibility for
an attack by one social community on another (or the provider of the service infrastructure
for that community on another) by similar means.

2. Now consider a population that can choose to use (or not) some legitimate online service (e.g.
banking). An unpredicatably evolving threat environment could be represented as setting a
high β paramater (the external field components hi fluctuate unpredictably). In particular,
it would then be difficult for individuals in the population to estimate the distribution
underlying social and technological shocks from threats. If there is a phase change then,
as the critical value of β is approached the demand for the service would rapidly reduce to
almost zero, as would the derived social welfare.

3. Consider a situation in which the majority of employees of a firm do not conform with a
policy of the firm. This might be: a ‘no-tailgaiting’ policy on sites; mandatory encryption
of all company data stored on portable media; a strict policy that the firm’s IT resources
are only used for its business.

The addition of unpredicatable punishments and rewards (by the firm) to the external field
components hi would correspond to raising the uncertainty β. For sufficiently high β the
employees’ choices would become almost uniformly random. Again, this may be cheaper
than changing the external field in a fixed way.

More generally, suppose that a firm wishes to control a community that is a reasonably modelled
as a spin system. Suppose that the community is initially in an undesirable state (lots of non-
compliance). The firm could change rewards and punishments predictably (change the external
field) to try to drive the community into a more desirable equilibrium. This has an analogue
in physical spin systems — it is the attempt to change the sign of the magnetization M . The
picture of the (free) energy associated with such spin systems is shown in Figure 5. The activation
energy E∗ required to force the change of sign in M is typically large. Similarly, the costs for
the organisation may be prohibitively large. Howver, if the spin system has a phase transition for
a critical uncertainty βc then a three-stage alternative exists that may be cheaper. First, alter
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Figure 5: Reversible work function in a free field

the uncertainty of each employees about which is their best state, thus changing the β paramater
until it is close to βc. This could be done either with unpredictable rewards and punishments, or
by disrupting the couplings between community members. The correlation between community
members is greatly reduced at this point. Second, apply a predictable punishment (and/or reward)
system (this is the external field) to drive the system to the desired social loss (corresponding
to magnetization). Third, as optimal, reduce the punishment/reward system. The language
(unfreezing-transition-crystallization) of Lewin’s theory of change management in organisations
[42, 27, 46] is extremely suggestive of this type of process.

The third stage may be possible due to the phenomenon of symmetry-breaking in spin systems
— that is, their tendency not to return to a state of zero average spin value once the external field
is removed. At the macro-level, in the case of magnetization, the familiar concept of hysteresis is
observed, where a ferromagnetic material (below the Curie temperature) may start in a state of
zero-magnetization, become magnetized in the presence of an applied external field, but retain a
(reduced) magntization after the field is removed. This is shown in Figure 6. Thus hysteresis and
symmetry breaking could be exploited to appropriately set the organisation’s long-term punish-
ment and reward strategy. Each of the above stages would have costs, so of course, deciding how
exactly to carry-out the above three-stage process would depend on each of these.

4.6 Comparison of physical and social spin models

There are a number of important differences between physical spin models and the social models
proposed above.

The potential (4) can be regarded as an instantaneous social loss function. Note, however, that
this neither usually corresponds directly to the firm’s loss, nor does it account immediately for
the behaviour of users, since each one only cares about minimizing its own loss. Therefore there
is no immediate justification to use the potential to drive the dynamics of the social model. The
use of the potential can be justified when the users update according to a Markov Chain Monte
Carlo sampling of (5). More general updating strategies, which are surely more natural in most
cases, need not lead to this analysis. Blume has shown [13] that various forms of updating using
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Figure 6: Hysteresis

players with ‘Poisson alarm clocks’ have stationary distributions which have support that can be
characterised by standard game-theoretic equilibria. In general it is far from obvious that any
analytic form for the probability measure over states exists. If this is the case, or the partition
function is difficult to evaluate, then simulation and statistical analysis will be the only viable
approach.

It is not the case that every social spin system subject to an arbitrary updating regime reaches
a static equilibrium. The appropriate notion of equilibrium is that of stationary distribution. In
Monte Carlo simulations of physical spin systems one typically only cares about the long run
behaviour, after the transient effects of initial conditions have been eliminated. However, in the
security applications suggested here, in which a firm sets a policy, and the community follows
different considerations may need to be made. The initial conditions may well be known, at least
to a good approximation, for example when a firm changes policy. The firm will, in general, care
about effects of the policy change that occur before, as well as after, the community approximately
stabilizes (assuming it does). Such transient effects cannot be eliminated unless they are small.
Thus, even when the equilibrium distribution eventually approximates the Gibbs measure, it may
be that other distributions are required for evaluating the expected losses before equilibrium.
There may be serious consequences for an organization that ignores major disruption caused by a
change in security policy, even if the user community eventually settles into a desirable equilibrium.

The most important use of spin models in physical systems is in accounting for phase changes.
It is not obvious that any given spin system will have phase changes — on the other hand there
may be many, because there are many different coupling constants (weakly coupled sub-networks
in the user community would have phase-changes at lower temperatures than strongly-coupled
networks). It is known that the existence of phase changes can depend upon the topolgy of
coupling, for example, the one-dimensional Ising model does not have a phase change, but the
two-dimensional model does. The underlying topology required for studying social effects is very
different from that in geometrical spin models. For example, in a large corporation, it may well
be appropriate to suppose that the individuals in some department are primarily informed by the
behaviour of their colleagues and direct managers. The structure of the social and organizational
network (as encoded by the weight parameters wij) determine social effects in a critical way. In
addition, it is usually not the case that the weights are all uniform or even symmetric. It is
fashionable to model social networks as small-world graphs which are characterised by the fact
that most vertices are not directly connected, but are connected by a small number of edges
[65, 66, 55]. Spin models based on such graphs have been studied [37]. In [26] instances of phase
changes in communities of artificial agents playing a team game as a spin system are given.

The exact value of β at which phase changes occur is, in general, difficult to predict in physical
spin models. However, it can also be found by simulation given the exact valuse of all the constants.
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In physical models the way that certain macro-parameters change about any phase change often
can be predicted from a small number of relevant paramaters (for example, by the dimension of
the lattice of spins), whereas much of the detail of individual couplings is unnecessary. This is an
instance of universality. It would be of interest to know what kind of universality properties there
are in social and organizational networks, since for example, the exact vales of all the individuals
coupling constants cannot be known. See also [63] for a discussion of potential instances of
universality in networks of artificial agents.

In general, the range of behaviour possible by users will be much more complex than a simple
binary choice. If users make a choice from multiple quantal values then the Potts generalization
of the Ising model is an evident model to start from. Above, pairwise multiplications have been
used to compare spins in the users’ loss functions, but the pairwise comparisons could be quite
different. User preferences may be even more complicated, requiring the consideration of not just
bipartite comparisons, but tripartite and beyond. Such situations require consideration of further
generalised individual user losses.

In real organisations the user population changes over time. One might suggest an analogy
with techniques like those of grand canonical ensembles in statistical physics for models of such
situations. However, there is a further generalization that one should really consider at the same
time, namely the fact that the structure (as well as the size) of organizations changes over time.
In a spin-model, this corresponds to coupling constants strengthening and weakening over time,
possibly reversing their sign, and even fluctuating stochastically. Again, simulation will often be
the only useful modelling methodology.

In the physical spin systems it is often appropriate to assume that all of the coupling strenghts
have the same known, fixed value, and that the influence of an external field on all spins is only
dependent on the magnitude of the field and the sign of the spin. In a model of a real social
system with a large number of users, it is clearly utterly infeasible to establish all of the coupling
strengths and individual effects of punishment and reward. It is also infeasible to establish all the
uncertainty paramaters βi. Thus, whilst spin models have explanatory powers over cultural effects
in user communities, for example why one sub-group complies with a policy but another does not,
it is unclear to what extent such models can be used to predict the effects of changes made by the
organization, and what the costs might be. Together with the question above about universality,
the most important unanswered question here is which approximations are most appropriate, and
for modelling which type of social situations. When can users be treated as though they were
decoupled? When can they be treated as though all couplings were of the same strength? When
can couplings strengths be drawn from some distribution? Which updating strategies are useful
approximations to the actual fluctuations that the community can make?

5 Mutliple coupled users and simultaneous decision

5.1 The choice situation

In the previous section the models of user communities were dynamic and users’ choices to comply
with policy were able to fluctuate backward-and-forward over time. This section will be about
irreversible binary compliance decisions that are taken simultaneously by users (at least, without
conferring or mutual observation). Real situations in which every user’s behaviour is purely
anticipative must be rather rare. Clearly though, one needs to have a grasp on such situations
before one can comprehend more complicated mixed models of both anticipative and reactive
behaviour. The following, slightly artificial, examples are of the type treated in this section.

1. A population of employees of a firm separately attending a virtual meeting. Employees
may or may not conform with some set of policies to ensure that their connection is secure.
Employees have beliefs about how their colleagues behave gathered from previous social
contact.

2. A firm becomes aware that a particular application has a security flaw, but a patch is
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expected shortly. It issues a policy that the application should not be used until the patch
is applied. The firm also has a strict policy that users should not discuss with colleagues
any aspect of their behaviour that relates to security. Users may or may not choose to use
the application, and not to do so may harm their productivity.

In each situation for the users, there is a cost in complying, a benefit in agreeing with their
colleagues, but no opportunity to observe those colleagues

This section focusses on the behaviour of the user community after the policy has been set.
As a matter of notational convenience the ambient policy choice of the firm (x0 in the previous
sections) is omitted from the loss fucntion.

5.2 User behaviour from belief about colleague behaviour

Brock and Durlauf have advocated the use of statistical mechanics as a methodology for dealing
with interactions between agents in economic models [23, 14]. This is referred to below as the
BD-method. Their approach is based on pure anticipation of colleague behaviour, rather than the
dynamics of observed behaviour. This subsection contains a model in their style, although the
details are changed in an insignificant way to make it more similar to the dynamic models above.

There are N users each of whom as a choice to comply 6 . This is represented by xi ∈ {−1, 1}
for each 1 ≤ i ≤ N . It is additionally supposed that each user i has a given subjective expectation
value Ei(xj) for the behaviour xj of each other user j 6= i.

As a consequence each local field bi (as in (3)) has an expected value:

Ei(bi) = hi +
∑
j 6=i

wij Ei(xj) .

Agent behaviour is determined by minimisation of a loss function Li(xi) over the two alterna-
tives. This is defined by

Li(xi) = Li(xi,Ei(x(i))) ,

where Li is the loss function from (8), Ei(x(i)) is the N − 1 tuple with jth component Ei(xj) for
j < i and Ei(xj+1) for j ≥ i. Therefore Li(xi) = −[Ei(bi)xi + εi(xi)] for some random variable
εi(xi). Note that the loss function is assumed to be random. Suppose that the random variables
εi(−1)− ε(1) have the distribution given in (9). This allows for the derivation of the conditional
probability

Pr(xi | hi,Ei(xj)∀j 6= i) ∝ exp (−βi Ei(bi)xi) (11)
for each agent i, since xi is not chosen if Li(xi) > Li(−xi).

Assuming that agents choose simultaneously and independently, but based on their subjective
beliefs, the conditional probability of the joint choice x is

Pr(x | hi,Ei(xj)∀i, ∀j 6= i) =
1
Z

∏
i

exp (−βi Ei(bi)xi) =
1
Z

exp (−
∑

i

βi Ei(bi)xi)

where x is the vector of agent choices, and Z is the normalization constant.
Thus the Brock-Durlauf method leads to a Gibbs measure for the distribution over states x,

using β = 1 and the potential
E(x) =

∑
i

βi Ei(bi)xi .

If each εi(xi) has a subjective expectation of zero, that is Ei(εi(xi)) = 0), then

E(x) =
∑

i

βiLi(xi) =
∑

i

βiLi(xi,Ei(x(i))) .

Notice that the dynamics have been simplified through the use of (subjective) expectation of
colleague action. The fixing of expected colleague behaviour (spin) fixes the local field (expected
loss for each choice) for each user. The more general case of fixing the local field without fixing
user belief about colleagues is considered in Subsection 5.3.

6The word comply is used in the same sense as in the earlier sections.
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5.3 Mean field theory: behaviour under deviation from typical loss

Suppose that each individual user i has a belief Ei(bi) about his local field. The user does not
necessarily have a belief about the behaviour of the other users. To this end, suppose that the
loss function can be written as

Li(x) = −[Ei(bixi) + εi(xi)]

for all x, with bi as in (3) and εi satisfying the same conditions as in (9). Note that the BD-method
is a special case. Then:

Pr(xi | Ei(bi)) ∝ exp (−βi Ei(bi)xi)

for some normalization constant Zi. Therefore i has

Ei(xi) = tanh (βi Ei(bi))

as the expectation for the state of its own spin
Suppose that each user’s evaluation of the local field is accurate. That is Ei(bi) = E(bi) for all

i. This is rather like a rational expectations assumption. Then i’s subjective expectation for the
value of its spin agrees with the mathematical expectation: Ei(xi) = E(xi) . The set-up above
is essentially equivalent to the mean field approximation of a physical system. From the point-
of-view of every spin, fluctuations of the other spins have no impact upon it as individuals, but
rather only through their average.

Let
∆bi =

∑
j 6=i

wij E(xj)

so that E(bi) = hi + ∆bi. The expected state of the ith user is then

E(xi) = tanh (βi(hi + ∆bi)) . (12)

This gives a system of N simultaneous equations with unknowns E(x1), . . . ,E(xN ). This may
have solutions for certain constellations of paramaters β1, . . . , βN .

In the physical case, one is usually only interested in the situation with a single type of spin,
so that all the constants βi are equal, and so that all the expectation terms in ∆bi are equal. One
finds that the mean magnetization per spin m = E(x1) must be given by solutions to the equation

m = tanh (βh + βzwm) (13)

where β = βi, h = hi, w is the coupling constant for neighbouring spins, and z is the (uniform)
number of neighbours for any spin. In the free field (hi = 0) the single resulting equation has
non-zero solutions for all values of β below, and no values above, a critical value βc, since β
determines the gradient of the right-hand-side of (13) at the origin. This is illustrated in Figure 7.
The existence of a non-zero solution corresponds to the possibility of spontaneous magnetization,
and βc is the inverse temperature of the Curie point Tc at which the phase change occurs. For
a low value of β one has the lower curve of Figure 7, with only a trivial solution to the single
equation.

In order to apply this result directly to an economic scenario, one would have to assume that
all agents were identical, and were arranged so that they all had the same number of neighbours.
The conclusions about the structure of equilbria found in [14] follow this pattern. It does not seem
easy to generalize the argument to account for heterogeneous agents in more realistic networks.

Note also that mean field theory is an approximation. It produces the misleading prediction
of a phase transtion for the 1−D Ising model, and numerically inaccurate results for the critical
temperature TC in the 2−D case (although it fares better in higher-dimensions). It is often the case
that economic situations played by simple reaction are shown to converge to the same equilibria
as would be found by mutual anticipation [11, 25]. The failures of the mean field approximation
show that there are networks of agents and values of β for which eventual reactive behaviour will
not converge to the anticipative equilibria of the BD- or mean-field methods.
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Figure 7: Mean field solutions

There are other ways of proving the existence of phase changes in spin models that give more
accurate results: for example variational mean field theories and renormalization group theory (for
simple presentations see [47, 19] respectively). Doubtless these can be translated into economic
language to give results about equilibria in communities of economic agents. These methods (and
the various standard calculations of the partition function) use the fact that spins are arranged
in a geometrical lattice. It is entirely unclear whether any of these methods can be modified to
apply to more realistic networks of heterogeneous agents.

5.4 Quantal games: behaviour from belief about colleague preferences

In the BD-method models, the ith user chooses independently, conditioned on a belief that the
behaviour of other agents has a fixed expected level. Each such fixed level Ei(xj) does not depend
upon the actual behaviour xj selected by the jth agent, nor upon its preferences. In game-theoretic
terms the level of anticipation is very simple. Of course, there may also be anticipation by an
agent trying to control the community by setting conditions in the form of paramaters for the
BD-model. Instead, consider a situation in which each agent is aware that its colleagues choices
may be conditional on their beliefs about it, and in which each agent has a fixed level of belief
about its expected loss under every strategy combination, and in which all of these losses are
public knowledge (for the community). Evidently, there is the possibility for each agent to exploit
this additional knowledge, that is to engage in properly game-theoretic behaviour. The notion of
quantal response games (here called QR-games) [51] generalize the BD-method to such situations.

For example, consider a situation where there is a user community who work at home most of
the time. The community is organised into workgroups. Each user’s preferences are determined
solely from those of his workgroup. Each user is resposible for the maintenance of a client laptop.
The workgroup meets only periodically. An instruction to apply some emergency patch or not
to engage in some newly-declared insecure activity is issued by email to the users. Making this
change would cause disruption to each user, but each user also desires to be like his colleagues.
Users cannot observe each other and do not confer because of time-pressure and because their
communications are monitored. Each user must try to anticipate his colleagues’ behaviours using
his knowledge of their preferences, but knows that they will also try to anticipate him.

In the standard analysis of an N -player (strategic form) game, it is usual to derive from the
payoffs a reaction function that describes how each player would best respond to each profile
of strategy choices by all the other players: an equilibrium is then a strategy profile which is a
suitable fixed-point for the product of reactions.

QR-games give a more flexible framework for describing real behaviour of human players. They
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are based on the idea that players cannot exactly calculate the payoff that they would receive
(given a strategy profile for the other players), and instead the payoff is known only up to some
(continuous) probability distribution. Thus any player responds (to a given strategy profile for the
other players) as though they are sampling a probability distribution (over their pure strategies).
That is, some noise is introduced into the players’ calculations, and this results in uncertainty in
their play. For the ith player, with available pure strategies in the set Xi, there is a statistical
reaction function ri which arises from the distribution over payoffs. For any profile x(i) for the
other players, the value ri(x(i)) is a probability distribution over Xi: write ri(x(i))(xi) for the
probability that the strategy xi is chosen given x(i), that is Pr(xi | x(i)) = ri(x(i))(xi). Under
mild conditions on the game and on the payoff distribution, it is guaranteed that there is at least
one equilibrium in such reactions, this is known as a quantal response equilibrium (QRE).

Let Li(xi,x(i)) be the loss for the ith player under the strategy profile (xi,x(i)). It is assumed
(in particular) that

Li(x) = −bi(x) + εi(xi) (14)

where bi is a deterministic function, and the random variable εi(xi) is distributed so that E(εi(xi)) =
0. Note that the loss of (8) is a special case. For simplicity, assume rational expectation for every
use, so that

Ei(Li(x)) = E(Li(x)) = −bi(x) .

The expectation of i of its losses under any strategy profile x is known.
The logistic response to any x(i) is

ri(x(i))(xi) =
1
Zi

exp(−βi E(L(xi,x(i)))) , (15)

for some constant βi and normalization constant Zi =
∑

xi∈Xi
exp(−βi E(Li(xi,x(i))).

Players in simple strategic form games have been observed to have statistical reaction functions
[51]. The parameters βi that determine the sharpness of the logistic statistical response, can be
estimated from experiments by logistic regression. However, these paramaters can change as
players learn to play the game.

In the case where each player has a binary choice and each bi takes the form given in (3) the
logistic response is identical to the updating rule (10). Play of the QR-game by tâtonnement
would thus be like Gibbs updating, but with simultaneous rather than asynchronous updates.

Any instance of a QRE in the logistic response case is known as a Logit Equilibrium (LE).
Let Li(xi) be the function with Li(xi)(x(i)) = Li(xi,x(i)) for every profile x(i). Each LE consists
of a family of probability distributions q = (q1, . . . , qn), where each qi is a distribution over the
strategy set Xi, satisfying

qi(xi) =
1
Zi

exp(−βi Eq(i)(Li(xi))) (16)

where Zi is the normalization constant, and Eq(i)(−) is the expectation operator, taken with
respect to the distribution q(i) across strategy profiles x(i). Since the players sample these distri-
butions indepndently the prediction across strategy profiles is

q(x) =
∏

i qi(xi) = 1
Z exp (−E(x)) (17)

with E(x) as in (4), and Z =
∏

i Zi.
Hence, the use of the Gibbs measure (with β = 1 and potential (4)) to predict the distribution

over user behaviours is emerges from users making a single simultaneous move in a quantal game.
This result can, in principal, be applied to both small and large groups of users. The problem of

collecting all model parameters for real players will become infeasible as the size of the population
increases. It may be that the strategy sets of users can be taken to be equal (for example, for
a binary compliance decision) and that the parameters βi can be chosen by drawing from an
esitmated distribution across the population.
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Figure 8: Threshold models: equilibrium frequency of rioters

5.5 Alternative approaches

Influential dynamic models of populations were produced by Schelling [58] in his studies of segere-
gation, and later extended to other phenomena. Granovetter [30] further extended this work to
produce models of the behaviour of populations in which members have a threshold for participa-
tion in some activity (referred to, generically, as rioting). Each member chooses to riot as soon as
he observes that his threshold number of members are already rioting. The interaction is dynamic.
The models can be regarded as simple instances of Hopfield nets. Some security problems could be
explained in these terms. The willingness of individuals to partcipate in online criminal markets
may be a good example, since they may seek safety in numbers, regardless of social ties. For
most organisations, and most communities of users, it will not be publically available information
what the actual numbers of non-conformists with some policy are. Rather, each user may treat
his colleagues as a sample, so simple numerical threshold models can be rather too simple.

Rioting behaviour is evidently critically dependent upon the structure of thresholds in the
population. Granovetter considered what happens when this structure is created by sampling
probability distributions. For a particular example with population members drawn from a certain
normal distribution the results exhibit a sharp non-linearity. Namely, at a certain critical value of
the standard deviation, participation jumps from around six percent of the population, to around
one hundred percent. This is illustrated in Figure 8, with R the percentage of rioters, S the
standard deviation, and SC the critical value. This is rather like a phase change. However, because
of the structure of the model, it is quite different. First, note that all members are deterministic,
so the population will not feature members flipping backwards and forwards between peaceful and
rioting. Second, since the models are all deterministic, the uncertainty in behaviour comes from
the sampling. The ‘phase change’ here is a flip from one highly-ordered state to another, rather
than a flip between order and randomness as in a spin model.

Granovetter noted that populations in which certain members exhibit more influence over
another are also of interest — this just means allowing for more general weights in the net. The
practical difficulties for population members of accurately assessing whether their thresholds have
been reached are mentioned — thus the threshold calculations could be peturbed by a random
variable, as in the random loss models above. It is also noted that certain activities have maximum,
as well as minimum thresholds. For example, one could imagine that a user will not deviate from
a security policy if he does not see enough of his colleagues deviating, but will suffer if too many
of his colleagues deviate, since for example, the over-arching organisation will face an attack or
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bring in draconian measures to enforce policy. Such maximums are neither handled in threshold
models nor in existing spin models. Examples of this type are discussed in work on the El Farol
problem [4], including the results of simulations, and in the literature on minority games [18, 17].
They could perhaps be handled in economic spin models by augmenting the loss terms associated
with each spin by adding to each user’s loss terms representing the negative effects of too many
colleagues agreeing to deviate.

Wolpert has initiated an entirely new view on game theory with an emphasis on the predic-
tion of results of games. This work is summarised in [68, 67] and uses techniques from statistical
physics and information theory. His starting point is the rigorous use of an extended Bayesian
methodology — maximum entropy (maxent) methods, and the minimization of a loss function
over the possible predictions. The prediction mechanism used by the modeller is constrained to
this methodology. That is, the prediction (say, a joint mixed strategy q) should be the choice of the
modeller which minimizes his given loss. The prediction is made by applying Bayesian updating to
a given likelihood function (estimable by experiment) and a given prior. Thus it can be argued that
the modeller is applying a properly scientific, rather than merely mathematical programme, and
that his predictions are therefore better justified. Wolpert argues that the so-called entropic prior
should be used, since one is trying to predict the probability q. This is in line with the principle
that a prediction of a probability distribution should be chosen to maximize entropy (in the sense
familiar to cryptographers), that is minimize information, subject to any constraints [39, 56, 59].
For a caveat on the application of maximum entropy see [47]. To be further explicit, in this view
one does not assume that any prior notion of equilibrium should be the modeller’s prediction.
Rather, standard equilibrium notions can be shown to agree (or not) with the methodologically-
approved predictions. The prediction that eventually appears is usually approximated by a Gibbs
measure. This distribution is often similar to a QRE, specifically a LE, as in Subsection 5.4.
However, in a QRE each players reaction does not take account of the other players’ uncertainties.
Wolpert’s method does take this into account and produces corrections to the QRE. It also pro-
duces a resolution to the problem of prediction for games with multiple equilibria, and allows for
variable numers of players. Although technically challenging, this methodology may be the most
appropriate for predictive modelling of user groups with anticipatory behaviour, because of its
design as an inference process to work on empirical data. However, even this methodology must
surely struggle when faced by the need to gather data on large numbers of users.

Different probability models based on graphs [32] and interacting particle systems [43] are
no doubt better suited to modelling other security situations involving user communities. For
example, percolation models and contact processes are better suited to modelling the progress of
the uptake of a new security technology in a structured community where, once a user adopts the
technology, he will never go back (as with acceptance of most automated security updates).

6 Conclusions

Decisions by an organisation about security policy are often attempts to influence and control
the behaviour of users of the system. Such decisions may have impact upon the well-being of the
organisation and so should be supported by firm evidence. Ideally, the evidence should be gener-
ated by predictive models that are supported by carefully collected data. The appropriate type of
model depends on the policy choices, the structural details of the organisation, its preferences, its
context (including other rational agents), and the data available.

It is hard to come up with a practical methodology that meets this ideal. Many policy decisions
are taken quickly in response to a rapidly changing environment. The entire decision-making
process must be fast enough to provide timely results. There are significant difficulties in gathering
sufficient data on the reaction of the user community to all possible policy choices, particularly
to enable a direct calculation of expected loss (or utility). Such a data gathering exercise may be
quite different to those carried-out without time constraints in a spirit of pure enquiry regarding
general reactions of users to existing policies.

Part of the difficulty in predicting the responses of the community comes from the fact that
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users are themselves rational agents, and may not perceive policy as being in their best interests.
They may try to find strategies to work around policy or to balance its perceived cost against
perceived risk. Such a situation — featuring autonomous agents following their own preferences
— is naturally understood to be of the type treated by game theory. However, it seems that it
would be very difficult to collect sufficient data on the preferences of users to make a practical
methodology for decisions with time constraints. This is not to say that games do not provide
useful, general insights into the behaviour of users.

A further difficulty in guaging the response of the user community lies in the interaction between
users. Individual users are often strongly influenced by their colleagues. Interactions between large
communities of agents can be highly complex. The complexity can arise from the rationality of
the agents, and bounds on that rationality. However, complexity can also arise from interaction,
and even relatively simple agents can give rise to unpredictable behaviour. The behaviour of a
community is not usually described by simply aggregating the preferences of indivduals. Models of
the behaviour of two-way interactions between the organisation and a typical user (or a distribution
of users) are of limited use. One might contemplate the use of an N+1-player game (with N users
plus the organisation), but acquiring data and making predictions would surely be too difficult.

Spin models give a way to study macro-effects arising from interactions between (relatively
simple) coupled agents. It seems reasonable that such models could describe user communities in
simple security situations. It would be rather hard to gather data to completely populate such a
model and to make accurate predictions. Rather, the value in such models is in alerting us to the
possibility of sudden changes in community behaviour — phase changes. A phase change in a user
community would (usually) result in a radical, non-linear change in the organisation’s performance
(measured by some loss function). A decision-maker would have to take such phenomena into
account. The spin models suggest that phase changes could take place when users are subject
to a critical level of uncertainty about their environment. Empirical studies on whether phase
changes exist in real user populations would be much more significant than mathematical models.
Producing such empirical evidence may not be easy; it could only really be done under controlled
conditions. If phase changes are present then universality properties should be sought.

Detailed models (of organisation, users or loss) are difficult to use for prediction as they demand
more data than can feasibly be gathered. Often, however, a significant level of detail is necessary
in order not to produce misleading results. Rich models of systems can be hard to capture equa-
tionally. For a security decision-maker, simulations (possibly using hypothetical data) may be a
valuable way to explore the potential consequences of organisational decisions about security. This
is particularly true when the decision-maker faces strict time constraints. As always, the results
of inferences from models need to be interpreted and evaluated with regard to the definitiveness
of data, models and the inference process itself.
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